KEY SURVEY QUESTIONS

1. How many separate cyberattacks that infiltrated your organization experience over the past 12 months?
   - 77% of organizations had seven or more separate cyberattacks over the past 12 months.

2. How many separate cyberattacks were with an elevated risk level?
   - 44% of organizations had one or more attacks with an elevated risk level.

3. What percentage of organizations who had one or more attacks had at least one attack through artificial intelligence tools?
   - 87% of organizations who had one or more attacks had at least one attack through artificial intelligence tools.

4. Taking a closer look at the most revealing questions.
   - 87% of North America, 78% of Europe, 87% of Latin/South America, and 83% of Asia-Pacific respondents had one or more attacks through artificial intelligence tools.

5. What are the top four threats that organizations need to be aware of?
   - The top four threats are Ransomware, Phishing and social engineering, Botnets, and Fileless attack.

6. Key Takeaways
   - Europe has the highest overall risk, due to elevated risk in detecting new threats.
   - Latin/South America has the lowest overall risk, due to a lack of critical data.

7. The difference between the Cyber Preparedness Index and the Cyber Risk Index is the Cyber Preparedness Maturity Index.
   - This index measures the difference between the Cyber Preparedness Index and the Cyber Risk Index.

8. The Cyber Preparedness Index is at a 5.36 range.
   - 5.36 to 6.0 range: Elevated
   - 4.0 to 5.0 range: Moderate
   - 0.0 to 3.9 range: Low

9. The CYBER RISK INDEX (CRI) ranges from 0 to 100.
   - 60 to 100 range: High
   - 30 to 59 range: Elevated
   - 1 to 29 range: Low

10. The top four data types at highest risk of loss or theft are:
    - 2. Financial information
    - 3. Business communication (email)
    - 4. Company-confidential information
    - 5. Trade secrets

11. The key survey questions:
    - How many separate cyberattacks that infiltrated your organization experience over the past 12 months?
    - How many separate cyberattacks were with an elevated risk level?
    - What percentage of organizations who had one or more attacks had at least one attack through artificial intelligence tools?

12. The likelihood of a successful cyberattack with an elevated risk level.
    - Europe, 7 of 10 in Asia-Pacific, 6 of 10 in Latin/South America, and 5 of 10 in North America are likely to be attacked.

13. The likelihood of a data breach of critical data is likely in the next 12 months.
    - 7 out of 10 in North America and 6 of 10 in Latin/South America are likely to be breached in the next 12 months.